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FOR FURTHER INFORMATION CONTACT: Paul
Linfield, Federal Acquisition Policy
Division, GSA, 501–1757.
SUPPLEMENTARY INFORMATION:

A. Purpose
Executive Order 12856 of August 3,

1993, ‘‘Federal Compliance With Right-
to-Know Laws and Pollution Prevention
Requirements,’’ requires that Federal
facilities comply with the planning and
reporting requirements of the Pollution
Prevention Act of 1990 and the
Emergency Planning Community Right-
to-Know Act of 1986. The Executive
Order requires that contracts to be
performed on a Federal facility provide
for the contractor to supply to the
Federal agency all information the
Federal agency deems necessary to
comply with these reporting
requirements.

B. Annual Reporting Burden
Number of Respondents: 2,550.
Responses Per Respondent: 7.6.
Total Responses: 19,380.
Average Burden Per Response: 45

minutes.
Total Burden Hours: 14,535.

Obtaining Copies of Proposals
Requester may obtain a copy of the

proposal from the General Services
Administration, FAR Secretariat
(MVRS), Room 4035, Washington, DC
20405, telephone (202) 208–7312. Please
cite OMB Control No.

9000–0147, Pollution Prevention and
Right-to-Know Information in all
correspondence.

Dated: May 9, 2000.
Edward C. Loeb,
Director, Federal Acquisition Policy Division.
[FR Doc. 00–12058 Filed 5–12–00; 8:45 am]
BILLING CODE 6820–34–P

DEPARTMENT OF DEFENSE

Office of the Secretary

Notice of closed meeting

AGENCY: Defense Intelligence Agency,
Joint Military Intelligence College.
ACTION: Notice of Closed Meeting.

SUMMARY: Pursuant to the provisions of
subsection (d) of section 10 of Public
Law 92–463, as amended by section 5 of
Public Law 94–409, notice is hereby
given that a closed meeting of the DIA
Joint Military Intelligence College Board
of Visitors has been scheduled as
follows:

DATES: Monday, 12 June 2000, 0800 to
1700; and Tuesday, 13 June 2000, 0800
to 1200.

ADDRESSES: Joint Military Intelligence
College, Washington, DC 20340–5100
FOR FURTHER INFORMATION CONTACT: Mr.
A. Denis Clift, President, DIA Joint
Military Intelligence College,
Washington, DC 20340–5100 (202/231–
3344).
SUPPLEMENTARY INFORMATION: The entire
meeting is devoted to the discussion of
classified information as defined in
section 552b(c)(1), title 5 of U.S. Code
and therefore will be closed. The Board
will discuss several current critical
intelligence issues and advise the
Director, DIA, as to the successful
accomplishment of the mission assigned
to the Joint Military Intelligence College.

Dated: May 8, 2000.
L.M. Bynum,
Alternate OSD Federal Register Liaison
Officer, DoD.
[FR Doc. 00–12066 Filed 5–12–00; 8:45 am]
BILLING CODE 5001–10–M

DEPARTMENT OF DEFENSE

Office of the Secretary

Meeting to Review the Mitre Report

AGENCY: Special Oversight Board for
Department of Defense Investigations of
Gulf War Chemical and Biological
Incidents, Department of Defense.
ACTION: Notice.

SUMMARY: The Board will conduct a
two-day closed meeting to review the
Mitre Report, a classified report dealing
with how and when the intelligence
community determined the type,
number and location of Iraqi weapons of
mass destruction during operations
Desert Shield and Desert Storm.
OSAGWI will also present a short
classified briefing on the revised
Khamisiyah plume.
DATES: May 22–23, 2000.
ADDRESSES: 1401 Wilson Boulevard,
suite 401, Arlington, VA 22209 (Day 1);
Old Executive Office Building, 17th
Street and Pennsylvania Avenue, NW.,
Washington, DC 20504 (Day 2).
FOR FURTHER INFORMATION CONTACT:
Contact Mr. David Edman, Special
Oversight Board, 1401 Wilson Blvd,
Suite 401, Arlington, VA 22209, phone
(703) 696–9468, fax (703) 696–4062, or
via Email at Gulfsyn@osd.pentagon.mil.
Copies of the draft meeting agenda can
be obtained by contacting Ms. Sandra
Simpson at (703) 696–9464 or at the
above fax number of above email.
SUPPLEMENTARY INFORMATION: Classified
information will be discussed and
reviewed throughout the two-day
meeting. Therefore, the meeting is not

open to the public. No government
personnel other than the two briefing
teams will be permitted to attend the
meeting.

Dated: May 1, 2000.
L.M. Bynum,
Alternate OSD Federal Register Liaison
Officer, DoD.
[FR Doc. 00–12065 Filed 5–12–00; 8:45 am]
BILLING CODE 5001–10–M

DEPARTMENT OF DEFENSE

Office of the Secretary

Department of Defense Wage
Committee; Notice of Closed Meetings

Pursuant to the provisions of section
10 of Public Law 92–463, the Federal
Advisory Committee Act, notice is
hereby given that closed meetings of the
Department of Defense Wage Committee
will be held on June 6, 2000, June 13,
2000, June 20, 2000, and June 27, 2000,
2000, at 10 a.m. in Room A105, the
Nash Building, 1400 Key Boulevard,
Rosslyn, Virginia.

Under the provisions of section 10(d)
of Public Law 92–463, the Department
of Defense has determined that the
meetings meet the criteria to close
meetings to the public because the
matters to be considered are related to
internal rules and practices of the
Department of Defense and the detailed
wage data to be considered were
obtained from officials of private
establishments with a guarantee that the
data will be held in confidence.

However, members of the public who
may wish to do so are invited to submit
material in writing to the chairman
concerning matters believed to be
deserving of the Committee’s attention.

Additional information concerning
the meetings maybe obtained by writing
to the Chairman, Department of Defense
Wage Committee, 4000 Defense
Pentagon, Washington, DC 20301–4000.

Dated: May 8, 2000.
L.M. Bynum,
Alternate OSD Federal Register Liaison
Officer, Department of Defense.
[FR Doc. 00–12067 Filed 5–12–00; 8:45 am]
BILLING CODE 5001–10–M

DEPARTMENT OF DEFENSE

Office of the Secretary

Privacy Act of 1974; System of
Records

AGENCY: Office of the Secretary, DoD.
ACTION: Notice to alter systems of
records.
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SUMMARY: The Office of the Secretary of
Defense proposes to alter systems of
records notices in its inventory of record
systems subject to the Privacy Act of
1974 (5 U.S.C. 552a), as amended.
DATES: The changes will be effective on
June 14, 2000 unless comments are
received that would result in a contrary
determination.
ADDRESSES: Send comments to OSD
Privacy Act Coordinator, Records
Management Division, Washington
Headquarters Services, 1155 Defense
Pentagon, Washington, DC 20301-1155.
FOR FURTHER INFORMATION CONTACT: Mr.
David Bosworth at (703) 588-0159.
SUPPLEMENTARY INFORMATION: The Office
of the Secretary of Defense notices for
systems of records subject to the Privacy
Act of 1974 (5 U.S.C. 552a), as amended,
have been published in the Federal
Register and are available from the
address above.

The specific changes to the records
systems being amended are set forth
below followed by the notices, as
amended, published in their entirety.

The proposed system report, as
required by 5 U.S.C. 552a(r) of the
Privacy Act of 1974, as amended, was
submitted on April 24, 2000, to the
House Committee on Government
Reform, the Senate Committee on
Governmental Affairs, and the Office of
Management and Budget (OMB)
pursuant to paragraph 4c of Appendix I
to OMB Circular No. A-130, ‘Federal
Agency Responsibilities for Maintaining
Records About Individuals,’ dated
February 8, 1996 (February 20, 1996, 61
FR 6427).

Dated: May 9, 2000.
L. M. Bynum,
Alternate OSD Federal Register Liaison
Officer, Department of Defense.

DOCHA 01

SYSTEM NAME:
Health Benefits Authorization Files

(March 24, 1994, 59 FR 13934).

CHANGES:

SYSTEM IDENTIFIER:
Delete entry and replace with ‘DTMA

01’.
* * * * *

CATEGORIES OF RECORDS IN THE SYSTEM:
Delete entry and replace with

‘Original correspondence to and from
individuals; medical/dental statements;
medical/dental histories; Health Care
Advise Nurse records; Congressional
inquiries; medical/dental treatment
records; authorization and pre-
authorization requests for care; case
status sheets; memoranda for the record;

follow-up reports justifying extended
care; correspondence with contractors;
and work-up sheets maintained by case
workers.’
* * * * *

PURPOSE(S):
Add a new paragraph ‘To determine

eligibility of an individual, authorize
payment, control and review health care
management plans, health care
demonstration programs, control
accomplishment of reviews, and
coordinate subject matter clearance for
internal and external audits and reviews
of the program.’

ROUTINE USE(S) OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
PURPOSES OF SUCH USES:

Delete paragraph two, and add a new
paragraph ‘Disclosure to the Department
of Justice and the United States
Attorneys in situations where the
United States is an interested party.’
* * * * *

DTMA 01

SYSTEM NAME:
Health Benefits Authorization Files.

SYSTEM LOCATION:
TRICARE Management Activity,

Department of Defense, 16401 East
CentreTech Parkway, Aurora, CO
80011–9043, and Managed Care
Contractors under contract to TRICARE.
A listing of TRICARE Managed Care
Contractors is available from the system
manager.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

All individuals who seek
authorization or pre-authorization for
medical and dental health care under
TRICARE/CHAMPUS and CHAMPVA.

CATEGORIES OF RECORDS IN THE SYSTEM:
Original correspondence to and from

individuals; medical/dental statements;
medical/dental histories; Health Care
Advise Nurse records; Congressional
inquiries; medical/dental treatment
records; authorization and pre-
authorization requests for care; case
status sheets; memoranda for the record;
follow-up reports justifying extended
care; correspondence with contractors;
and work-up sheets maintained by case
workers.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
41 CFR part 101-11.000; chapter 55,

10 U.S.C. 613, chapter 17, 38 U.S.C.; 32
CFR part 199; and E.O. 9397 (SSN).

PURPOSE(S):
To maintain and control records

pertaining to requests for authorization

or pre-authorization of health and
dental care under TRICARE/CHAMPUS.

To determine eligibility of an
individual, authorize payment, control
and review health care management
plans, health care demonstration
programs, control accomplishment of
reviews, and coordinate subject matter
clearance for internal and external
audits and reviews of the program.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
PURPOSES OF SUCH USES:

In addition to those disclosures
generally permitted under 5 U.S.C.
552a(b) of the Privacy Act, these records
or information contained therein may
specifically be disclosed outside the
DoD as a routine use pursuant to 5
U.S.C. 552a(b)(3) as follows:

To the Department of Health and
Human Services and/or the Department
of Veterans Affairs consistent with their
statutory administrative responsibilities
under TRICARE/CHAMPUS and
CHAMPVA pursuant to chapter 55, 10
U.S.C. and section 613, chapter 17, 38
U.S.C.

Referral to Federal, state, local, or
foreign governmental agencies, and to
private business entities, including
individual providers of care
(participating and non-participating), on
matters relating to eligibility, claims
pricing and payment, fraud, program
abuse, utilization review, quality
assurance, peer review, program
integrity, third-party liability,
coordination of benefits, and civil or
criminal litigation related to the
operation of TRICARE/CHAMPUS.

Disclosure to the Department of
Justice and the United States Attorneys
in situations where the United States is
an interested party.

Disclosure to third-party contacts in
situations where the party to be
contacted has, or is expected to have,
information necessary to establish the
validity of evidence or to verify the
accuracy of information presented by
the individual concerning his or her
entitlement, the amount of benefit
payments, any review of suspected
abuse or fraud, or any concern for
program integrity or quality appraisal.

The ‘Blanket Routine Uses’ set forth at
the beginning of OSD’s compilation of
systems of records notices apply to this
system.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:
Records are maintained on paper,

electronic, microfilm, imaging, or
optical formats.
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RETRIEVABILITY:
Information is retrieved by sponsor’s

Social Security Number and sponsor’s
or beneficiary’s name.

SAFEGUARDS:
Records are maintained in areas

accessible only to authorized personnel
who are properly screened, cleared, and
trained. Decentralized automated
segments within contractor’s operations
are accessible on-line only to authorized
persons possessing user identification
codes. Security systems and/or security
guards protect buildings where records
are maintained.

RETENTION AND DISPOSAL:
Automated indexes are maintained for

six years. Hard copy records are closed
out at the end of the calendar year in
which finalized and held six additional
years. Where hard copy records have
been converted to electronic, microfilm,
imaging, or optical formats, the hard
copy is destroyed and the electronic,
microfilm, imaging, or optical format is
kept by the contractor for six years after
claim is processed to completion.

SYSTEM MANAGER(S) AND ADDRESS:
TRICARE Management Activity,

Department of Defense, Administration
and Evaluation Directorate, 16401 East
CentreTech Parkway, Aurora, CO 80011-
9043.

NOTIFICATION PROCEDURE:
Individuals seeking to determine

whether information about themselves
is contained in this system should
address written inquiries to the
TRICARE Management Activity,
Department of Defense, ATTN: Privacy
Act Officer, 16401 CentreTech Parkway,
Aurora, CO 80011-9043.

RECORD ACCESS PROCEDURES:
Individuals seeking access to

information about themselves contained
in this system should address written
inquiries to the TRICARE Management
Activity, Department of Defense, ATTN:
Privacy Act Officer, 16401 CentreTech
Parkway, Aurora, CO 80011-9043.

Written requests for information
should include the full name of the
beneficiary, the full name of the sponsor
and sponsor’s Social Security Number,
current address and telephone number.

For personal visits to examine
records, the individual should provide
some acceptable identification such as a
driver’s license or other form of picture
identification.

If it is determined that the release of
medical information to the requester
could have an adverse effect upon the
individual’s physical or mental health,
the requester should be prepared to

provide the name and address of a
physician who would be willing to
receive the medical record, and at the
physician’s discretion, inform the
individual covered by the system of the
contents of that record. In the event the
physician does not agree to convey the
information contained within the record
to the individual, TRICARE
Management Activity will take positive
measures to ensure the individual is
provided the requested information.

CONTESTING RECORD PROCEDURES:

The OSD rules for accessing records,
for contesting contents and appealing
initial agency determinations are
published in OSD Administrative
Instruction 81; 32 CFR part 311; or may
be obtained from the system manager.

RECORD SOURCE CATEGORIES:

Contractors, Health Benefits Advisors,
all branches of the Uniformed Services,
congressional offices, providers of care,
consultants and individuals.

EXEMPTIONS CLAIMED FOR THE SYSTEM:

None.

DOCHA 02

SYSTEM NAME:

Medical Care Inquiry Files (March 24,
1994, 59 FR 13936).

CHANGES:

SYSTEM IDENTIFIER:

Delete entry and replace with ‘DTMA
02’.

SYSTEM NAME:

Delete entry and replace with
‘Medical/Dental Care and Claims
Inquiry Files’.
* * * * *

PURPOSE(S):

Delete entry and replace with ‘To
maintain and control records pertaining
to requests for information concerning
an individual’s TRICARE/CHAMPUS
eligibility status, the benefits provided
under programs of TRICARE/CHAMPUS
and CHAMPVA and the processing of
individual TRICARE/CHAMPUS and
CHAMPVA claims.’
* * * * *

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

Delete paragraph two, and add a new
paragraph ‘Disclosure to the Department
of Justice and the United States
Attorneys in situations where the
United States is an interested party.’
* * * * *

RECORD SOURCE CATEGORIES:

Delete entry and replace with
‘Contractors, congressional offices,
Health Benefits Advisors, all branches
of the Uniformed Service, congressional
offices, providers of care, consultants
and individuals.’
* * * * *

DTMA 02

SYSTEM NAME:

Medical/Dental Care and Claims
Inquiry Files.

SYSTEM LOCATION:

TRICARE Management Activity,
Department of Defense, 16401 East
CentreTech Parkway, Aurora, CO 80011-
9043, and Managed Care Contractors
under contract to TRICARE. A listing of
TRICARE Managed Care Contractors is
available from the system manager.

CATEGORIES OF INDIVIDUAL COVERED BY THE
SYSTEM:

All individuals who seek information
concerning health care (medical and
dental) under TRICARE/CHAMPUS and
CHAMPVA.

CATEGORIES OF RECORDS IN THE SYSTEM:

Documents reflecting inquiries
received from private individuals for
information on TRICARE/CHAMPUS
and CHAMPVA and replies thereto;
congressional inquiries on behalf of
constituents and replies thereto; and
files notifying personnel of eligibility or
termination of benefits.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:

41 CFR 101-11.000; chapter 55, 10
U.S.C.; section 613, chapter 17, 38
U.S.C.; and E.O. 9397 (SSN).

PURPOSE(S):

To maintain and control records
pertaining to requests for information
concerning an individual’s TRICARE/
CHAMPUS eligibility status, the
benefits provided under programs of
TRICARE/CHAMPUS and CHAMPVA
and the processing of individual
TRICARE/CHAMPUS and CHAMPVA
claims.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

In addition to those disclosures
generally permitted under 5 U.S.C.
552a(b) of the Privacy Act, these records
or information contained therein may
specifically be disclosed outside the
DoD as a routine use pursuant to 5
U.S.C. 552a(b)(3) as follows:

To the Department of Health and
Human Services and/or the Department
of Veterans Affairs consistent with their
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statutory administrative responsibilities
under TRICARE/CHAMPUS and
CHAMPVA pursuant to chapter 55, 10
U.S.C. and section 613, chapter 17, 38
U.S.C.

Referral to Federal, state, local, or
foreign governmental agencies, and to
private business entities, including
individual providers of care
(participating and non-participating), on
matters relating to eligibility, claims
pricing and payment, fraud, program
abuse, utilization review, quality
assurance, peer review, program
integrity, third-party liability,
coordination of benefits, and civil or
criminal litigation related to the
operation of TRICARE/CHAMPUS.

Disclosure to the Department of
Justice and the United States Attorneys
in situations where the United States is
an interested party.

Disclosure to third-party contacts in
situations where the party to be
contacted has, or is expected to have,
information necessary to establish the
validity of evidence or to verify the
accuracy of information presented by
the individual concerning his or her
entitlement, the amount of benefit
payments, any review of suspected
abuse or fraud, or any concern for
program integrity or quality appraisal.

The ‘Blanket Routine Uses’ set forth at
the beginning of OSD’s compilation of
systems of records notices apply to this
system.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:
Records are maintained on paper,

electronic, microfilm, imaging, or
optical formats.

RETRIEVABILITY:

Information is retrieved by case
number, sponsor name and/or Social
Security Number, and inquirer name.

SAFEGUARDS:

Records are maintained in areas
accessible only to authorized personnel
who are properly screened, cleared, and
trained. Automated segments are
accessible only by authorized persons
possessing user identification codes.
Security systems and/or security guards
protect buildings where records are
maintained.

RETENTION AND DISPOSAL:

Paper records are retained in active
file until end of calendar year in which
closed, held two additional years, and
then destroyed. Where hard copy
records have been converted to
electronic, microfilm, imaging or optical

formats, the hard copy record is
destroyed and the electronic, microfilm,
imaging, or optical format is kept by the
contractor for six years after claim is
processed to completion.

SYSTEM MANAGER(S) AND ADDRESS:
TRICARE Management Activity,

Department of Defense, Administration
and Evaluation Directorate, 16401 East
CentreTech Parkway, Aurora, CO 80011-
9043.

NOTIFICATION PROCEDURE:
Individuals seeking to determine

whether information about themselves
is contained in this system should
address written inquiries to the
TRICARE Management Activity,
Department of Defense, ATTN: Privacy
Act Officer, 16401 CentreTech Parkway,
Aurora, CO 80011-9043.

RECORD ACCESS PROCEDURES:
Individuals seeking access to

information about themselves contained
in this system should address written
inquiries to the TRICARE Management
Activity, Department of Defense, ATTN:
Privacy Act Officer, 16401 CentreTech
Parkway, Aurora, CO 80011-9043.

Written request for information
should include the full name of the
beneficiary, the full name of the sponsor
and sponsor’s Social Security Number,
current address and telephone number.

For personal visits to examine
records, the individual should provide
some acceptable identification such as a
driver’s license or other form of picture
identification.

If it is determined that the release of
medical information to the requester
could have an adverse effect upon the
individual’s physical or mental health,
the requester should be prepared to
provide the name and address of a
physician who would be willing to
receive the medical record, and at the
physician’s discretion, inform the
individual covered by the system of the
contents of that record. In the event the
physician does not agree to convey the
information contained within the record
to the individual, TRICARE
Management Activity will take positive
measures to ensure the individual is
provided the requested information.

CONTESTING RECORD PROCEDURES:
The OSD rules for accessing records,

for contesting contents and appealing
initial agency determinations are
published in OSD Administrative
Instruction 81; 32 CFR part 311; or may
be obtained from the system manager.

RECORD SOURCE CATEGORIES:
Contractors, congressional offices,

Health Benefits Advisors, all branches

of the Uniformed Service, congressional
offices, providers of care, consultants
and individuals.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
None.

DOCHA 04

SYSTEM NAME:
Legal Opinion Files (February 22,

1993, 58 FR 10227).

CHANGES:

SYSTEM IDENTIFIER:
Delete entry and replace with ‘DTMA

03’.
* * * * *

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Delete entry and replace with
‘Individuals who have contacted or
corresponded with TRICARE
Management Activity regarding any
matter requiring legal clarification or
resolution.’
* * * * *

PURPOSE(S):
Delete entry and replace with

‘TRICARE Management Activity uses
these records to address and resolve
legal issues and for research, precedent,
historical, and record purposes.’

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

Delete entry and replace with ‘In
addition to those disclosures generally
permitted under 5 U.S.C. 552a(b) of the
Privacy Act, these records or
information contained therein may
specifically be disclosed outside the
DoD as a routine use pursuant to 5
U.S.C. 552a(b)(3) as follows:

To the Department of Health and
Human Services and/or the Department
of Veterans Affairs consistent with their
statutory administrative responsibilities
under TRICARE/CHAMPUS and
CHAMPVA pursuant to chapter 55, 10
U.S.C. and section 613, chapter 17, 38
U.S.C.

Referral to Federal, state, local, or
foreign governmental agencies, and to
private business entities, including
individual providers of care
(participating and non-participating), on
matters relating to eligibility, claims
pricing and payment, fraud, program
abuse, utilization review, quality
assurance, peer review, program
integrity, third-party liability,
coordination of benefits, and civil or
criminal litigation related to the
operation of TRICARE/CHAMPUS.

Disclosure to the Department of
Justice and the United States Attorneys
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in situations where the United States is
an interested party.

Disclosure to third-party contacts in
situations where the party to be
contacted has, or is expected to have,
information necessary to establish the
validity of evidence or to verify the
accuracy of information presented by
the individual concerning his or her
entitlement, the amount of benefit
payments, any review of suspected
abuse or fraud, or any concern for
program integrity or quality appraisal.

The ‘Blanket Routine Uses’ set forth at
the beginning of OSD’s compilation of
systems of records notices apply to this
system.’
* * * * *

DTMA 03

SYSTEM NAME:
Legal Opinion Files.

SYSTEM LOCATION:
TRICARE Management Activity,

Department of Defense, Office of
General Counsel, 16401 East CentreTech
Parkway, Aurora, CO 80011-9043.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Individuals who have contacted or
corresponded with TRICARE
Management Activity regarding any
matter requiring legal clarification or
resolution.

CATEGORIES OF RECORDS IN THE SYSTEM:
Inquiries received from individuals,

attorneys, fiscal administrators, hospital
contractors, other government agencies,
Health Care Advise Nurse records, and
congressional offices. Files contain legal
opinions, correspondence, memoranda
for the record, and similar documents.
Medical/dental treatment records,
authorizations and pre-authorizations,
care and claims inquiry documents, and
medical/dental history files may be
included in these records, as
appropriated to document TRICARE
legal determinations.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
41 CFR 101-11.000; Chapter 55, 10

U.S.C. 613, Chapter 17, 38 U.S.C.; 32
CFR part 199; and E.O. 9397 (SSN).

PURPOSE(S):
TRICARE Management Activity uses

these records to address and resolve
legal issues and for research, precedent,
historical, and record purposes.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

In addition to those disclosures
generally permitted under 5 U.S.C.
552a(b) of the Privacy Act, these records

or information contained therein may
specifically be disclosed outside the
DoD as a routine use pursuant to 5
U.S.C. 552a(b)(3) as follows:

To the Department of Health and
Human Services and/or the Department
of Veterans Affairs consistent with their
statutory administrative responsibilities
under TRICARE/CHAMPUS and
CHAMPVA pursuant to chapter 55, 10
U.S.C. and section 613, chapter 17, 38
U.S.C.

Referral to Federal, state, local, or
foreign governmental agencies, and to
private business entities, including
individual providers of care
(participating and non-participating), on
matters relating to eligibility, claims
pricing and payment, fraud, program
abuse, utilization review, quality
assurance, peer review, program
integrity, third-party liability,
coordination of benefits, and civil or
criminal litigation related to the
operation of TRICARE/CHAMPUS.

Disclosure to the Department of
Justice and the United States Attorneys
in situations where the United States is
an interested party.

Disclosure to third-party contacts in
situations where the party to be
contacted has, or is expected to have,
information necessary to establish the
validity of evidence or to verify the
accuracy of information presented by
the individual concerning his or her
entitlement, the amount of benefit
payments, any review of suspected
abuse or fraud, or any concern for
program integrity or quality appraisal.

The ‘Blanket Routine Uses’ set forth at
the beginning of OSD’s compilation of
systems of records notices apply to this
system.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:
Records are maintained on paper,

electronic, microfilm, imaging, or
optical formats.

RETRIEVABILITY:
Information is retrieved by subject

matter with cross-reference by
individual name and/or Social Security
Number.

SAFEGUARDS:
Records are maintained in areas

accessible only to authorized personnel
who are properly screened, cleared, and
trained. Security systems and/or
security guards protect buildings where
records are maintained.

RETENTION AND DISPOSAL:
Records are permanent. Paper records

are retired to the Denver Regional

Records Center when ten years old or
when no longer needed for current
business. Records are transferred to the
NARA when thirty years old. Electronic
and other non-paper media records are
maintained until no longer needed for
current business and are then deleted or
destroyed.

SYSTEM MANAGER(S) AND ADDRESS:

TRICARE Management Activity,
Department of Defense, Office of
General Counsel, 16401 East CentreTech
Parkway, Aurora, CO 80011-9043.

NOTIFICATION PROCEDURE:

Individuals seeking to determine
whether information about themselves
is contained in this system should
address written inquiries to the
TRICARE Management Activity,
Department of Defense, ATTN: Privacy
Act Officer, 16401 CentreTech Parkway,
Aurora, CO 80011-9043.

RECORD ACCESS PROCEDURES:

Individuals seeking access to
information about themselves contained
in this system should address written
inquiries to the TRICARE Management
Activity, Department of Defense, ATTN:
Privacy Act Officer, 16401 CentreTech
Parkway, Aurora, CO 80011-9043.

Written requests for information
should include the full name of the
beneficiary, the full name of the
sponsor, and sponsor’s Social Security
Number, current address and telephone
number.

For personal visits to examine
records, the individual should be able to
provide some acceptable identification
such as a driver’s license or other form
of picture identification.

If it is determined that the release of
medical information to the requester
could have an adverse effect upon the
individual’s physical or mental health,
the requester should be prepared to
provide the name and address of a
physician who would be willing to
receive the medical record, and at the
physician’s discretion, inform the
individual covered by the system of the
contents of that record. In the event the
physician does not agree to convey the
information contained within the record
to the individual, TRICARE
Management Activity will take positive
measures to ensure the individual is
provided the requested information.

CONTESTING RECORD PROCEDURES:

The OSD rules for accessing records,
for contesting contents and appealing
initial agency determinations are
published in OSD Administrative
Instruction 81; 32 CFR part 311; or may
be obtained from the system manager.
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RECORD SOURCE CATEGORIES:

Individuals (TRICARE/CHAMPUS
and CHAMPVA beneficiaries, sponsors,
or others), attorneys, fiscal
administrators, hospital contractors,
managed care support contractors,
providers of care, medical records, other
government agencies (Federal, state,
local and foreign), and Congressional
offices.

EXEMPTIONS CLAIMED FOR THE SYSTEM:

None.

DOCHA 07

SYSTEM NAME:

Medical Claim History Files (March
24, 1994, 59 FR 13937).

CHANGES:

SYSTEM IDENTIFIER:

Delete entry and replace with ‘DTMA
04’.

SYSTEM NAME:
Add ‘/Dental’ after ‘Medical.

* * * * *

CATEGORIES OF RECORDS IN THE SYSTEM:

Delete entry and replace with ‘File
contains claims, billings for services,
applications or approval forms,
enrollment files, recoupment files,
third-party liability files, fraud and
abuse files, case management files,
resource sharing files, utilization
management/quality assurance files,
payment files, medical/dental records,
family history files, records of
grievances with a medical/dental
provider, appeals, hearings, or any other
correspondence, memoranda, or reports
which are acquired or utilized in the
development and processing of
TRICARE/CHAMPUS or CHAMPVA
claims. Records are also maintained on
health care demonstration projects,
including enrollment and authorization
agreements, correspondence,
memoranda, forms and reports, which
are acquired or utilized during the
projects.’
* * * * *

PURPOSE(S):

Delete entry and replace with
‘TRICARE Management Activity and its
contractors, DoD staff (including
Military Treatment Facilities, clinics
and Lead Agent Staff) use the
information to control and process
health care benefits available under
TRICARE/CHAMPUS and CHAMPVA
including the processing of medical/
dental claims, the control and approval
of medical/dental treatments, issuance
of deductible certificates, and necessary
interface with providers of health care.

The system also supports audits of
contractor-processed claims to
determine payment and occurrence
accuracy of the contractor’s adjudication
process.’

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
PURPOSES OF SUCH USES:

Delete entry and replace with ‘In
addition to those disclosures generally
permitted under 5 U.S.C. 552a(b) of the
Privacy Act, these records or
information contained therein may
specifically be disclosed outside the
DoD as a routine use pursuant to 5
U.S.C. 552a(b)(3) as follows:

To the Department of Health and
Human Services and/or the Department
of Veterans Affairs consistent with their
statutory administrative responsibilities
under TRICARE/CHAMPUS and
CHAMPVA pursuant to chapter 55, 10
U.S.C. and section 613, chapter 17, 38
U.S.C.

Referral to Federal, state, local, or
foreign governmental agencies, and to
private business entities, including
individual providers of care
(participating and non-participating), on
matters relating to eligibility, claims
pricing and payment, fraud, program
abuse, utilization review, quality
assurance, peer review, program
integrity, third-party liability,
coordination of benefits, and civil or
criminal litigation related to the
operation of TRICARE/CHAMPUS.

Disclosure to the Department of
Justice and the United States Attorneys
in situations where the United States is
an interested party.

Disclosure to third-party contacts in
situations where the party to be
contacted has, or is expected to have,
information necessary to establish the
validity of evidence or to verify the
accuracy of information presented by
the individual concerning his or her
entitlement, the amount of benefit
payments, any review of suspected
abuse or fraud, or any concern for
program integrity or quality appraisal.

The ‘Blanket Routine Uses’ set forth at
the beginning of OSD’s compilation of
systems of records notices apply to this
system.’
* * * * *

DTMA 04

SYSTEM NAME:
Medical/Dental Claim History Files.

SYSTEM LOCATION:
TRICARE Management Activity,

Department of Defense, 16401 East
CentreTech Parkway, Aurora, CO 80011-
9043, and Managed Care Contractors
under contract to TRICARE. A listing of

TRICARE Managed Care Contractors is
available from the system manager.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Eligible beneficiaries and all
individuals who seek health care
(medical and dental) under TRICARE/
CHAMPUS and CHAMPVA.

CATEGORIES OF RECORDS IN THE SYSTEM:
File contains claims, billings for

services, applications or approval forms,
enrollment files, recoupment files,
third-party liability files, fraud and
abuse files, case management files,
resource sharing files, utilization
management/quality assurance files,
payment files, medical/dental records,
family history files, records of
grievances with a medical/dental
provider, appeals, hearings, or any other
correspondence, memoranda, or reports
which are acquired or utilized in the
development and processing of
TRICARE/CHAMPUS or CHAMPVA
claims. Records are also maintained on
health care demonstration projects,
including enrollment and authorization
agreements, correspondence,
memoranda, forms and reports, which
are acquired or utilized during the
projects.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
41 CFR 101-11.000; chapter 55, 10

U.S.C. 613, chapter 17, 38 U.S.C.; 32
CFR part 199; and E.O. 9397 (SSN).

PURPOSE(S):
TRICARE Management Activity and

its contractors, DoD staff (including
Military Treatment Facilities, clinics
and Lead Agent Staff) use the
information to control and process
health care benefits available under
TRICARE/CHAMPUS and CHAMPVA
including the processing of medical/
dental claims, the control and approval
of medical/dental treatments, issuance
of deductible certificates, and necessary
interface with providers of health care.
The system also supports audits of
contractor-processed claims to
determine payment and occurrence
accuracy of the contractor’s adjudication
process.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
PURPOSES OF SUCH USES:

In addition to those disclosures
generally permitted under 5 U.S.C.
552a(b) of the Privacy Act, these records
or information contained therein may
specifically be disclosed outside the
DoD as a routine use pursuant to 5
U.S.C. 552a(b)(3) as follows:

To the Department of Health and
Human Services and/or the Department
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of Veterans Affairs consistent with their
statutory administrative responsibilities
under TRICARE/CHAMPUS and
CHAMPVA pursuant to chapter 55, 10
U.S.C. and section 613, chapter 17, 38
U.S.C.

Referral to Federal, state, local, or
foreign governmental agencies, and to
private business entities, including
individual providers of care
(participating and non-participating), on
matters relating to eligibility, claims
pricing and payment, fraud, program
abuse, utilization review, quality
assurance, peer review, program
integrity, third-party liability,
coordination of benefits, and civil or
criminal litigation related to the
operation of TRICARE/CHAMPUS.

Disclosure to the Department of
Justice and the United States Attorneys
in situations where the United States is
an interested party.

Disclosure to third-party contacts in
situations where the party to be
contacted has, or is expected to have,
information necessary to establish the
validity of evidence or to verify the
accuracy of information presented by
the individual concerning his or her
entitlement, the amount of benefit
payments, any review of suspected
abuse or fraud, or any concern for
program integrity or quality appraisal.

The ‘Blanket Routine Uses’ set forth at
the beginning of OSD’s compilation of
systems of records notices apply to this
system.

DISCLOSURE TO CONSUMER REPORTING
AGENCIES:

Disclosures pursuant to 5 U.S.C.
552a(b)(12) may be made from this
system to consumer reporting agencies
as defined in the Fair Credit Reporting
act of 1966 (15 U.S.C. 1681a(f)) or the
Federal Claims Collections Act of 1966
(31 U.S.C. 3701(a)(3)). The purpose of
the disclosure is to aid in the collection
of outstanding debts owed to the
Federal Government; typically, to
provide an incentive for debtors to
repay delinquent Federal Government
debts by making these debts part of their
credit records.

The disclosure is limited to
information necessary to establish the
identity of the individual, including
name, address, and taxpayer
identification number (Social Security
Number); the amount, status, and
history of the claim; and the agency or
program under which the claim arose
for the sole purpose of allowing the
consumer reporting agency to prepare a
commercial credit report.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:
Records are maintained on paper,

electronic, microfilm, imaging, or
optical formats.

RETRIEVABILITY:
Information is retrieved by sponsor’s

name; sponsor’s Social Security
Number; beneficiary’s name;
beneficiary’s Social Security Number;
provider’s name; provider’s number
(Tax Identification Number or Social
Security Number); internal control
number; classification of medical
diagnosis; procedure code; geographical
location of care provided; and selected
utilization limits.

SAFEGUARDS:
Records are maintained in areas

accessible only to authorized personnel
who are properly screened, cleared and
trained. Decentralized automated
segments within contractor’s operations
are accessible on-line only to authorized
persons possessing user identification
codes. The automated portion of the
Primary System is accessible only
through TRICARE Management Activity
on-line data systems. Security systems
and/or security guards protect buildings
where records are maintained.

RETENTION AND DISPOSAL:

Paper records are closed out at the
end of the calendar year in which
finalized and held six additional years
and then destroyed. Where hard copy
records (except Claims History Files)
have been converted to electronic,
microfilm, imaging, or optical formats,
the hard copy record is destroyed and
the electronic, microfilm, imaging, or
optical format is kept by the contractor
for six years after claim is processed to
completion and then destroyed. Claims
History Files maintained in electronic
format are kept for ten years and are
then destroyed or deleted.

SYSTEM MANAGER(S) AND ADDRESS:

TRICARE Management Activity,
Department of Defense, Administration
and Evaluation Directorate, 16401 East
CentreTech Parkway, Aurora, CO 80011-
9043.

NOTIFICATION PROCEDURE:

Individuals seeking to determine
whether information about themselves
is contained in this system should
address written inquiries to the
TRICARE Management Activity,
Department of Defense, ATTN: Privacy
Act Officer, 16401 CentreTech Parkway,
Aurora, CO 80011-9043.

RECORD ACCESS PROCEDURES:

Individuals seeking access to
information about themselves contained
in this system should address written
inquiries to the TRICARE Management
Activity, Department of Defense, ATTN:
Privacy Act Officer, 16401 CentreTech
Parkway, Aurora, CO 80011-9043.

Written request for information
should include the full name of the
beneficiary, the full name of the sponsor
and sponsor’s Social Security Number,
current address and telephone number.

For personal visits to examine
records, the individual should provide
some acceptable identification such as a
driver’s license or other form of picture
identification.

If it is determined that the release of
medical information to the requester
could have an adverse effect upon the
individual’s physical or mental health,
the requester should be prepared to
provide the name and address of a
physician who would be willing to
receive the medical record, and at the
physician’s discretion, inform the
individual covered by the system of the
contents of that record. In the event the
physician does not agree to convey the
information contained within the record
to the individual, TRICARE
Management Activity will take positive
measures to ensure the individual is
provided the requested information.’

CONTESTING RECORD PROCEDURES:

The OSD rules for accessing records,
for contesting contents and appealing
initial agency determinations are
published in OSD Administrative
Instruction 81; 32 CFR part 311; or may
be obtained from the system manager.

RECORD SOURCE CATEGORIES:

Contractors, Health Benefit Advisors;
other Components of the Department of
Defense; all branches of the Uniformed
Services; Congressional offices;
providers of care; consultants; and
individuals.

EXEMPTIONS CLAIMED FOR THE SYSTEM:

None.

DOCHA 09

SYSTEM NAME:

Grievance Records (August 9, 1993,
58 FR 42303).

CHANGES:

SYSTEM IDENTIFIER:

Delete entry and replace with ‘DTMA
05’.
* * * * *
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ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

Delete entry and replace with ‘In
addition to those disclosures generally
permitted under 5 U.S.C. 552a(b) of the
Privacy Act, these records or
information contained therein may
specifically be disclosed outside the
DoD as a routine use pursuant to 5
U.S.C. 552a(b)(3) as follows:

To disclose information to any source
from which additional information is
requested in the course of processing a
grievance, to the extent necessary to
identify the individual, inform the
source of the purpose(s) of the request,
and identify the type of information
requested.

To disclose information to another
Federal agency or to a court when the
Government is party to a judicial
proceeding before the court.

To disclose information to officials of
the Federal Labor Relations Authority
and its General Counsel; or the Equal
Employment Opportunity Commission,
when requested in performance of their
authorized duties.

To disclose in response to a request
for discovery or for appearance of a
witness, information that is relevant to
the subject matter involved in a pending
judicial or administrative proceeding.

To provide information to officials of
labor organizations recognized under
the Civil Service Reform Act when
relevant and necessary to the
performance of their exclusive
representation duties concerning
personnel policies, practices, and
matters affecting working conditions.

The ‘Blanket Routine Uses’ set forth at
the beginning of OSD’s compilation of
systems of records notices apply to this
system.’
* * * * *

DTMA 05

SYSTEM NAME:

Grievance Records.

SYSTEM LOCATION:

TRICARE Management Activity,
Department of Defense, Personnel
Office, 16401 CentreTech Parkway,
Aurora, CO 80011-9043.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Current or former Federal employees
of TRICARE Management Activity or its
predecessor, Office of Civilian Health
and Medical Program of the Uniformed
Services who have submitted grievances
in accordance with 5 U.S.C. 2302 and 5
U.S.C. 7121 or a negotiated procedure.

CATEGORIES OF RECORDS IN THE SYSTEM:

Documents related to grievances
including statements of witnesses,
reports of interviews and hearings,
examiner’s findings and
recommendations, copy of the original
and final decision, and related
correspondence and exhibits. This
system includes files and records of
internal grievance and arbitration
systems that TRICARE Management
Activity may establish through
negotiations with recognized labor
organizations.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:

5 U.S.C. 2302; 5 U.S.C. 7121; and E.O.
11491.

PURPOSE(S):

To control and process grievances of
Federal employees of TRICARE
Management Activity or its predecessor,
Office of Civilian Health and Medical
Program of the Uniformed Services.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

In addition to those disclosures
generally permitted under 5 U.S.C.
552a(b) of the Privacy Act, these records
or information contained therein may
specifically be disclosed outside the
DoD as a routine use pursuant to 5
U.S.C. 552a(b)(3) as follows:

To disclose information to any source
from which additional information is
requested in the course of processing a
grievance, to the extent necessary to
identify the individual, inform the
source of the purpose(s) of the request,
and identify the type of information
requested.

To disclose information to another
Federal agency or to a court when the
Government is party to a judicial
proceeding before the court.

To disclose information to officials of
the Federal Labor Relations Authority
and its General Counsel; or the Equal
Employment Opportunity Commission,
when requested in performance of their
authorized duties.

To disclose in response to a request
for discovery or for appearance of a
witness, information that is relevant to
the subject matter involved in a pending
judicial or administrative proceeding.

To provide information to officials of
labor organizations recognized under
the Civil Service Reform Act when
relevant and necessary to the
performance of their exclusive
representation duties concerning
personnel policies, practices, and
matters affecting working conditions.

The ‘Blanket Routine Uses’ set forth at
the beginning of OSD’s compilation of

systems of records notices apply to this
system.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:

Paper records maintained in file
folders.

RETRIEVABILITY:

Information is retrieved by individual
name.

SAFEGUARDS:

Security systems and/or security
guards protect buildings where records
are maintained.

RETENTION AND DISPOSAL:

Records are closed at the end of the
calendar year in which they are closed,
held an additional four years, and then
destroyed.

SYSTEM MANAGER(S) AND ADDRESS:

TRICARE Management Activity,
Department of Defense, Personnel
Office, 16401 East CentreTech Parkway,
Aurora, CO 80011-9043.

NOTIFICATION PROCEDURE:

Individuals seeking to determine
whether information about themselves
is contained in this system should
address written inquiries to the
TRICARE Management Activity,
Department of Defense, ATTN: Privacy
Act Officer, 16401 CentreTech Parkway,
Aurora, CO 80011-9043.

RECORD ACCESS PROCEDURES:

Individuals seeking access to
information about themselves contained
in this system should address written
inquiries to the TRICARE Management
Activity, Department of Defense, ATTN:
Privacy Act Officer, 16401 CentreTech
Parkway, Aurora, CO 80011-9043.

Written requests for information
should include the full name of the
individual.

For personal visits to examine
records, the individual should provide
some acceptable identification such as a
driver’s license or other form of picture
identification.

CONTESTING RECORD PROCEDURES:

The OSD rules for accessing records,
for contesting contents and appealing
initial agency determinations are
published in OSD Administrative
Instruction 81; 32 CFR part 311; or may
be obtained from the system manager.

RECORD SOURCE CATEGORIES:

Individuals, witnesses, agency
officials, and organizations.
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EXEMPTIONS CLAIMED FOR THE SYSTEM:

None.
[FR Doc. 00–12072 Filed 5–12–00; 8:45 am]
BILLING CODE 5001–10–F

DEPARTMENT OF DEFENSE

Department of the Army

Privacy Act of 1974; System of
Records

AGENCY: Department of the Army, DoD.
ACTION: Notice to alter a system of
records.

SUMMARY: The Department of the Army
is altering a system of records notice in
its existing inventory of record systems
subject to the Privacy Act of 1974, (5
U.S.C. 552a), as amended.
DATES: This proposed action will be
effective without further notice on June
14, 2000, unless comments are received
which result in a contrary
determination.

ADDRESSES: Privacy Act System Notice
Manager, Records Management
Division, U.S. Army Records
Management and Declassification
Agency, ATTN: TAPC-PDD-RP, Stop
5603, Ft. Belvoir, VA 22060-5603.
FOR FURTHER INFORMATION CONTACT: Ms.
Janice Thornton at (703) 806–4390 or
DSN 656–4390.
SUPPLEMENTARY INFORMATION: The
Department of the Army systems of
records notices subject to the Privacy
Act of 1974, (5 U.S.C. 552a), as
amended, have been published in the
Federal Register and are available from
the address above.

The proposed system report, as
required by 5 U.S.C. 552a(r) of the
Privacy Act of 1974, as amended, was
submitted on April 24, 2000, to the
House Committee on Government
Reform, the Senate Committee on
Governmental Affairs, and the Office of
Management and Budget (OMB)
pursuant to paragraph 4c of Appendix I
to OMB Circular No. A–130, ‘Federal
Agency Responsibilities for Maintaining
Records About Individuals,’ dated
February 8, 1996 (February 20, 1996, 61
FR 6427).

Dated: May 9, 2000.
L.M. Bynum,
Alternate OSD Federal Register Liaison
Officer, Department of Defense.

A0195-2b USACIDC

SYSTEM NAME:

Criminal Investigation and Crime
Laboratory Files (July 7, 1997, 62 FR
36267).

CHANGES:

* * * * *

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:

Add to entry ‘Army Regulation 195-2,
Criminal Investigation Activities.’
* * * * *

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

Add a new paragraph ‘To the
Department of Veterans Affairs to verify
veterans claims. Criminal investigative
files may be used to adjudicate veteran
claims for disability benefits, post
traumatic stress disorder, and other
veteran entitlements.’

STORAGE:

Delete from entry ‘card files and
indices;’

RETENTION AND DISPOSAL:

Delete from entry ‘Destruction is by
shredding.’
* * * * *

A0195-2b USACIDC

SYSTEM NAME:

Criminal Investigation and Crime
Laboratory Files (July 7, 1997, 62 FR
36267).

SYSTEM LOCATION:

Headquarters, U.S. Army Criminal
Investigation Command, 6010 6th
Street, Building 1465, Fort Belvoir, VA
22060-5506.

Segments exist at subordinate U.S.
Army Criminal Investigation Command
elements. Addresses may be obtained
from the Commander, U.S. Army
Criminal Investigation Command, 6010
6th Street, Building 1465, Fort Belvoir,
VA 22060-5506.

An automated index of cases is
maintained at the U.S. Army Crime
Records Center, U.S. Army Criminal
Investigation Command, 6010 6th
Street, Building 1465, Fort Belvoir, VA
22060-5585 and at the Defense Security
Service, Army Liaison Office, P.O. Box
46060, Baltimore, MD 21240-6060.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Any individual, civilian or military,
involved in or suspected of being
involved in or reporting possible
criminal activity affecting the interests,
property, and/or personnel of the U.S.
Army.

CATEGORIES OF RECORDS IN THE SYSTEM:

Name, Social Security Number, rank,
date and place of birth, chronology of
events; reports of investigation
containing statements of witnesses,

subject and agents; laboratory reports,
documentary evidence, physical
evidence, summary and administrative
data pertaining to preparation and
distribution of the report; basis for
allegations; Serious or Sensitive
Incident Reports, modus operandi and
other investigative information from
Federal, State, and local investigative
agencies and departments; similar
relevant documents. Indices contain
codes for the type of crime, location of
investigation, year and date of offense,
names and personal identifiers of
persons who have been subjects of
electronic surveillance, suspects,
subjects and victims of crimes, report
number which allows access to records
noted above; agencies, firms, Army and
Defense Department organizations
which were the subjects or victims of
criminal investigations; and disposition
and suspense of offenders listed in
criminal investigative case files, witness
identification data.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
10 U.S.C. 3013, Secretary of the Army;

Army Regulation 195-2, Criminal
Investigation Activities; and E.O. 9397
(SSN).

PURPOSE(S):
To conduct criminal investigations

and crime prevention activities; to
accomplish management studies
involving the analysis, compilation of
statistics, quality control, etc., to ensure
that completed investigations are legally
sufficient and result in overall
improvement in techniques, training
and professionalism.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

In addition to those disclosures
generally permitted under 5 U.S.C.
552a(b) of the Privacy Act, these records
or information contained therein may
specifically be disclosed outside the
DoD as a routine use pursuant to 5
U.S.C. 552a(b)(3) as follows:

Information concerning criminal or
possible criminal activity is disclosed to
Federal, State, local and/or foreign law
enforcement agencies in accomplishing
and enforcing criminal laws; analyzing
modus operandi, detecting organized
criminal activity, or criminal justice
employment. Information may also be
disclosed to foreign countries under the
provisions of the Status of Forces
Agreements, or Treaties.

To the Department of Veterans Affairs
to verify veterans claims. Criminal
investigative files may be used to
adjudicate veteran claims for disability
benefits, post traumatic stress disorder,
and other veteran entitlements.
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